Dear Faculty and Staff Colleagues,

As you may have heard in the news, Anthem, which administers Butler University’s health plan, was recently the target of a cyber attack.

While we don’t yet know if the personal information of Butler employees was involved, we do know that the attackers obtained information from as many as 80 million of Anthem’s current and former members, including:

- Names
- Birthdays
- Medical IDs/Social Security numbers
- Street addresses
- Email addresses

According to Anthem, there is no evidence, at this time, that credit card or medical information was compromised.

If your personal information was compromised, it is Anthem’s responsibility to individually notify you via mail or email, if possible. If you want additional information or have questions for Anthem, you can visit www.AnthemFacts.com or call toll-free on 1-877-263-7995.

Those who may have been impacted should also be aware of scam email campaigns targeting current and former Anthem members. These scams, designed to capture personal information (known as “phishing”) are designed to appear as if they are from Anthem and may include, among other content and links, a "click here" link for credit monitoring. These emails are NOT from Anthem.

- DO NOT click on any links in email.
- DO NOT reply to the email or reach out to the senders in any way.
- DO NOT supply any information on the website that may open, If you have clicked on a link in email.
- DO NOT open any attachments that arrive with email.

Please be assured that we take the security of your personal information very seriously, and we will continue to work with Gregory & Appel (our insurance broker) and Anthem to keep the Butler community updated regarding this breach.

Best regards,

La Veda Howell
Executive Director, Human Resources